SEFINE

SHIPYARD

INFORMATION SECURITY POLICY

Sefine Shipyard establishes principles that regulate its corporate functioning in order
to ensure information security. Determining the Information Security Policy, defining
security roles and making all relevant updates are carried out with the support of the
Senior Management/Executives and the coordination of all units. Sefine Shipyard has
adopted as a principle

e To continuously review, improve and develop the Information Security Management System,

o To ensure the information security expectations and requirements of our employees, customers
and group companies,

e To ensure full compliance with legal and regulatory requirements,
e To secure the company's technological infrastructure,
o To prepare business continuity plans to prevent interruptions in critical business processes,

¢ To manage information security risks to ensure that information is handled and protected with
confidentiality, integrity and accessibility dimensions,

o To ensure information security awareness of employees and suppliers and continuously increase
this awareness,

To establish and continuously improve an Information Security Management System
that complies with the requirements of ISO/IEC 27001:2013.
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