
To cont�nuously rev�ew, �mprove and develop the Informat�on Secur�ty Management System,

To ensure the �nformat�on secur�ty expectat�ons and requ�rements of our employees, customers 
and group compan�es,

To ensure full compl�ance w�th legal and regulatory requ�rements,

To secure the company's technolog�cal �nfrastructure,

To prepare bus�ness cont�nu�ty plans to prevent �nterrupt�ons �n cr�t�cal bus�ness processes,

To manage �nformat�on secur�ty r�sks to ensure that �nformat�on �s handled and protected w�th 
conf�dent�al�ty, �ntegr�ty and access�b�l�ty d�mens�ons,

To ensure �nformat�on secur�ty awareness of employees and suppl�ers and cont�nuously �ncrease 
th�s awareness,
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INFORMATION SECURITY POLICY

Sef�ne Sh�pyard establ�shes pr�nc�ples that regulate �ts corporate funct�on�ng �n order 
to ensure �nformat�on secur�ty. Determ�n�ng the Informat�on Secur�ty Pol�cy, def�n�ng 
secur�ty roles and mak�ng all relevant updates are carr�ed out w�th the support of the 
Sen�or Management/Execut�ves and the coord�nat�on of all un�ts. Sef�ne Sh�pyard has 
adopted as a pr�nc�ple

To establ�sh and cont�nuously �mprove an Informat�on Secur�ty Management System 
that compl�es w�th the requ�rements of ISO/IEC 27001:2013.


